
  

 

 

 

 

 Always be suspicious of any unsolicited communication from businesses or individuals,
   regardless of the message medium  

    Don’t click on links or attachments in suspect emails, texts, or social media messages

     Directly contact the purported sender via their official website, phone number, or email
      address if you are not sure about the legitimacy of a message you have received  

    Report suspected phishing scams to your IT and security teams    

File a complaint with the FBI Crime Complaint Center (IC3) to help shut down cybercriminals 


