
DATASHEET (FORTRA)

Email Security Bundles
Complete protection with maximum value

Core Bundle
Includes Secure Email Gateway, Security 
Awareness Training & Suspicious Email 
Analysis

• Prevents threats from entering your 
organisation with Deep Content Inspection

• Removes threats in active content & files, 
URLs, and metadata via sanitisation

• Extends DLP detection capabilities 
through sandboxing & Optical Character 
Recognition

• Minimizes risky user behaviours with 
Security Awareness Training

• Prepares users for real-world campaigns 
with Phishing Simulations

• Makes reporting suspicious emails easy 
with our Integrated Report Phish Button

• Reviews reported emails and automates 
user feedback with Expert Triage

• Purges threats continuously with 
Automated, Policy-Based Remediation

Advanced Bundle
Includes everything in the Core Bundle 
Package, plus Agari DMARC Protection

• Prevents spoofing using DMARC 
authentication and enforcement

• Improves email integrity and deliverability 
by monitoring 3rd-party email senders

Elite Bundle
Includes everything in the Advanced Bundle 
Package, plus PhishLabs’ Domain Monitoring

• Proactively detects and mitigates lookalike 
domains “in the wild”

*Bundles available on AWS Marketplace.

B U N D L E  P A C K A G E  T I E R S *Advanced email threats demand complete protection. This is because 
inefficiencies in combating phishing result in lost time and productivity for 
employees and internal SOC teams.

Fortra Email Security makes it easy to deploy interoperable layers of 
defense that span the entire threat lifecycle from pre-delivery staging to 
post-delivery via an integrated solution that automates phish reporting, 
triage, and remediation.

For example, the Report Phish button within Fortra’s Security Awareness 
Training triggers the triage of reported emails by Suspicious Email 
Analysis, which remediates by continuously purging threats. Then phishing 
campaigns continue to be monitored and real-world training simulations 
are put into flight. 

More capabilities, with up to 45% less budget
Organisations can save up to 45% while improving their security posture by 
taking advantage of Fortra’s Email Security bundles. Each bundle package 
tier is available at a single per user price that is significantly more cost-
effective than Fortra’s individual solutions. So with Fortra’s Email Security 
bundles, you can counter advanced threats while making the most of your 
cybersecurity budget.

About Fortra
Fortra is a cybersecurity company like no other. We’re creating a simpler, stronger future for our 
customers. Our trusted experts and portfolio of integrated, scalable solutions bring balance and 

control to organizations around the world. We’re the positive changemakers and your relentless ally to 
provide peace of mind through every step of your cybersecurity journey. Learn more at fortra.com.Fortra.com
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Automate Clawback
Purge Continuously
Adjust Simulations

Triage Reported Emails
Investigate Threats
Extract Threat Indicators

Change Behaviour
Simulate Attacks
Report Potential Threats

Filter Spam
Detect Malicious Content, 
URLs, Files & BEC Scams

Enforce DMARC
Mitigate Fraudulent 
Domains

Prevent

Protect

Respond

Train

Remediate
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