
Cybercriminals, hackers and fraudsters may be trying to 
gain access to our computers, networks and information. 
How are they able to do that? By stealing or guessing  
your password!

Think of your password as an armor standing between 
them and the information you have access to. 

A short, simple and obvious password is easy to figure out, 
making it a weak armor. 

Do you have an armor of steel?

Passwords

Think Twice!

Be the strong link!

Never write down or share your password with anyone, not even 
with the technical support team. Why create a strong password if 
you disclose it?

 ; Use a different password for each 
system and application you have 
access to.

 ; Create a password made up of 
the first letter of each word in a 
sentence.

 ; Use a combination of unrelated 
words and numbers to create a 
password that is hard to guess.

 ; Use a password that is at least 8 
characters long and that mixes 
letters, numbers and symbols.
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